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[bookmark: OLE_LINK47][bookmark: OLE_LINK48][bookmark: OLE_LINK17][bookmark: OLE_LINK18][bookmark: _Toc534610780]**** First Change ****
4.3.4	PDU Session Release
[bookmark: _Toc534610781]4.3.4.1	General
The PDU Session Release procedure is used to release all the resources associated with a PDU Session, including:
-	The IP address/Prefixes allocated for an IP-based PDU Session; this may include the release of multiple Prefixes in case of Multi-homing (as defined in TS 23.501 [2]).
-	Any UPF resource (including N3/N9 /N19 termination) that was used by the PDU Session. For N19 termination, the UPF resource may be released if all the PDU Sessions associated with the 5G VN group are released.
The SMF takes care to notify any entity associated with PDU Session: PCF, DN (e.g. when DN authorization has taken place at PDU Session establishment), etc. of a PDU Session Release.
**** Second Change ****
[bookmark: _Toc534610804]4.4.2	N4 Reporting Procedures
[bookmark: _Toc534610805]4.4.2.1	General
The N4 reporting procedure is used by the UPF to report events to the SMF.
[bookmark: _Toc534610806]4.4.2.2	N4 Session Level Reporting Procedure
This procedure is used by the UPF to report events related to an N4 session for an individual PDU Session. The triggers for event reporting were configured on the UPF during N4 Session Establishment/Modification procedures by the SMF.


Figure 4.4.2.2-1: N4 Session Level Reporting procedure
1.	The UPF detects that an event has to be reported. The reporting triggers include the following cases:
(1)	Usage report.
	Usage information shall be collected in the UPF and reported to the SMF as defined in clause 5.8 and clause 5.12 of TS 23.501 [2].
(2)	Start of traffic detection.
	When traffic detection is requested by SMF and the start of traffic is detected for a Packet Detection Rule (PDR) as described in clause 5.8 of TS 23.501 [2], the UPF shall report the start of traffic detection to the SMF and indicate the corresponding PDR rule ID.
(3)	Stop of traffic detection.
	When traffic detection is requested by SMF and the end of traffic is detected for a PDR as described in clause 5.8 of TS 23.501 [2] , the UPF shall report the stop of traffic detection to the SMF and indicate the corresponding PDR rule ID.
(4) Detection of 1st downlink data for UE in CM-IDLE state.
	When UPF receives the downlink packet but no N3/N9/N19 tunnel for downlink data transmission exists and the buffering is performed by the UPF, it shall report the detection of 1st downlink data to SMF for the purpose of downlink data notification. The UPF shall also report the DSCP of the packet if the PDU Session type is IP (to support the Paging Policy Differentiation feature described in clause 5.4.3 of TS 23.501 [2]).
(5) Detection of PDU Session Inactivity for a specified period.
	When an Inactivity Timer for a PDU Session is provided by SMF during N4 Session Establishment/Modification procedure, and the UPF detects the PDU Session has no data transfer for a period specified by the Inactivity Timer, it shall report PDU Session Inactivity to the SMF.
NOTE 1:	As described in clause 4.3.7, an Inactivity Timer to the UPF is not provided by the SMF for always-on PDU Sessions.
2.	The UPF sends an N4 session report message (N4 Session ID, list of [Reporting trigger, Measurement information]) to the SMF.
	The Reporting trigger parameter contains the name of the event which triggered the report and the Measurement information parameter contains the actual information that the SMF requested to be informed about.
3.	The SMF identifies the N4 session context based on the received N4 Session ID and applies the reported information for the corresponding PDU Session. The SMF responds with an N4 session report ACK message.
**** End of Changes ****
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